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PREZYDENT MIASTA PrOCKA

Zarzadzenie Nr 1567/2026
Prezydenta Miasta Plocka

z dnia 30 stycznia 2026 roku

w sprawie wprowadzenia Procedury monitorowania utrzymania efektéw projektu
pn. ,Wzmocnienie bezpieczenstwa wymiany informacji i zapewnienia ciggtosci
dziatania systeméw IT w Gminie - Miasto Plock”

w ramach realizacji grantu pn. ,,Cyberbezpieczny Samorzad” wspétfinansowanego
ze $rodkdéw Unii Europejskiej w ramach programu Fundusze Europejskie na
Rozwdj Cyfrowy 2021-2027.

Na podstawie § 10 ust. 1 Regulaminu Organizacyjnego Urzedu Miasta Ptocka
wprowadzonego Zarzadzeniem Nr 900/2025 Prezydenta Miasta Ptocka
z dnia 30 kwietnia 2025 roku w sprawie nadania Urzedowi Miasta Ptocka
Regulaminu organizacyjnego z pdézn. zm., w zwigzku z § 13 ust. 1 Umowy o
powierzenie grantu o numerze FERC.02.02-CS.01-001/23/0262/FERC.02.02-
CS.01-001/23/2024 w ramach programu Fundusze Europejskie na Rozwdj Cyfrowy
2021-2027 (FERC) Priorytet II: Zaawansowane ustugi cyfrowe Dziatanie 2.2. -
Wzmocnienie krajowego systemu cyberbezpieczenstwa konkurs grantowy w
ramach Projektu grantowego ,Cyberbezpieczny Samorzad” o numerze
FERC.02.02-CS.01-001/23 zarzadzam, co nastepuje:

§ 1

Dla okreslenia zasad monitorowania utrzymania efektow projektu wprowadza sie
Procedure  monitorowania utrzymania efektow projektu ,Wzmocnienie
bezpieczenstwa wymiany informacji i zapewnienia ciggtosci dziatania systemow IT
w Gminie - Miasto Plock” w ramach realizacji grantu pn. ,Cyberbezpieczny
Samorzad”, stanowigcq zatgcznik do niniejszego Zarzadzenia.

§ 2

Wykonanie zarzadzenia powierzam Sekretarzowi Miasta Ptocka.

83

Zarzadzenie wchodzi w zycie z dniem podpisania.

Prezydent Miasta Plocka

/ - / Andrzej Nowakowski

Urzad Miasta Plocka
Stary Rynek 1, 09-400 PLOCK

tel.: 24 364 55 55, faks: 24 367 14 02, prezydent@plock.eu, www.plock.eu
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Projekt pn. ,Wzmocnienie bezpieczenstwa wymiany informac;ji i zapewnienia ciggtosci dziatania systemow IT
w Gminie — Miasto Ptock” wspotfinansowany ze srodkéw Unii Europejskiej w ramach programu Fundusze Europejskie
na Rozwoj Cyfrowy 2021-2027, projektu grantowego ,,Cyberbezpieczny Samorzad”.

Zatacznik

do Zarzadzenia nr 1567/2026
Prezydenta Miasta Ptocka

z dnia 30 stycznia 2026 r.

Procedura monitorowania utrzymania efektéow
projektu ,,Wzmocnienie bezpieczenstwa wymiany informacji
i zapewnienia ciagtosci dziatania systemow IT
w Gminie — Miasto Plock”

1. Celem niniejszej procedury jest okreslenie zasad i sposobu monitorowania,
utrzymania oraz weryfikacji trwatosci efektow projektu ,Wzmocnienie
bezpieczenstwa wymiany informacji i zapewnienia ciggtosci dziatania
systemow IT w Gminie - Miasto Ptock” wspéifinansowanego ze srodkdéw Unii
Europejskiej w ramach programu Fundusze Europejskie na Rozwdj Cyfrowy
2021-2027, projektu grantowego ,,Cyberbezpieczny Samorzad” realizowanego
w Gminie - Miasto Plock. Procedura ma zapewnié¢ ciggtos¢ dziatania,
bezpieczenstwo informacji oraz zgodno$¢ z wymaganiami projektowymi,
prawnymi i organizacyjnymi.

2. W ramach Projektu zostat zakupiony sprzet komputerowy dla potrzeb realizacji
zadan Gminy - Miasto Ptock (Beneficjenta projektu) oraz przeprowadzono
audyt koncowy obejmujacy wdrozony system zarzadzania bezpieczenstwem
informacji w Urzedzie Miasta Ptocka (UMP).

3. Procedura obejmuje monitorowanie i utrzymanie nastepujacych elementéw
infrastruktury IT zakupionych w ramach projektu:

a) Redundantny system firewall zabezpieczajacy infrastrukture IT UMP;

b) System koncentratorow VPN zapewniajacych bezpieczne, szyfrowane
potaczenia pomiedzy wszystkimi siedzibami UMP;

¢) Urzadzenie rozbudowujace istniejacq infrastrukture kopii zapasowych
UMP;

d) Systemy UPS zapewniajqce podtrzymanie zasilania w budynkach A, B,
Ci D UMP.

4, Zakupione urzadzenia i sprzet sg przeznaczone do zapewnhienia
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bezpieczenstwa, ciggtosci dziatania oraz ochrony danych w Urzedzie.

5. Sprzet jest zainstalowany w zabezpieczonych pomieszczeniach Wydziatu
Informatyki i Telekomunikacji (WIT).

6. Pracownicy Wydziatu Informatyki i Telekomunikacji monitorujg dziatanie oraz
wykorzystanie sprzetu.

7. Sprzet znajduje sie ewidencji srodkéw trwatych UMP i posiada aktualng
dokumentacje techniczna.

8. Monitorowanie wykorzystania i dziatania sprzetu realizowane jest w sposdb
ciagty (urzadzenia sieciowe) oraz cykliczny (przeglady okresowe UPS).

9. Pracownicy Wydziatu Informatyki i Telekomunikacji Urzedu Miasta Ptocka
dokonujg weryfikacji stanu technicznego sprzetu komputerowego
i sprawdzenia sposobu jego wykorzystania, przez okres 2 lat od daty
zakonczenia projektu.

10.Zdarzenia istotne dla bezpieczenstwa i ciggtosci dziatania sg rejestrowane
i analizowane przez WIT.

11.Wykryte nieprawidtowosci sg niezwtocznie usuwane lub eskalowane zgodnie
z wewnetrznymi procedurami WIT.

12.Wydziat Informatyki i Telekomunikacji prowadzi i przechowuje zestawienie
obejmujace w szczegdlnosci dane dostepowe do urzadzen, umozliwiajace
administrowanie ich funkcjonalnosciami i konfiguracjq oraz lokalizacje
urzadzenia.

13.Uwzgledniajac wyniki przeprowadzonego audytu bezpieczenstwa informacji
Wydziat Informatyki i Telekomunikacji monitoruje utrzymanie efektéw audytu
poprzez audyty wewnetrzne i zewnetrzne realizowane w ramach
Zintegrowanego Systemu Zarzadzania, obejmujace w szczegdlnosci
wymagania normy PN ISO/IEC 27001:2023-08 oraz Rozporzadzenie Rady
Ministrow z dnia 21 maja 2024 r. w sprawie Krajowych Ram
Interoperacyjnosci, minimalnych wymagan dla rejestréw publicznych
i wymiany informacji w postaci elektronicznej oraz minimalnych wymagan dla

systemow teleinformatycznych.



