
 

 

 

 

 

 

 

 

 

Zarządzenie Nr 1567/2026 

Prezydenta Miasta Płocka 

z dnia 30 stycznia 2026 roku 

 

w sprawie wprowadzenia Procedury monitorowania utrzymania efektów projektu 
pn. „Wzmocnienie bezpieczeństwa wymiany informacji i zapewnienia ciągłości 

działania systemów IT w Gminie - Miasto Płock”  
w ramach realizacji grantu pn. „Cyberbezpieczny Samorząd” współfinansowanego 

ze środków Unii Europejskiej w ramach programu Fundusze Europejskie na 

Rozwój Cyfrowy 2021-2027. 
 

Na podstawie § 10 ust. 1 Regulaminu Organizacyjnego Urzędu Miasta Płocka 

wprowadzonego Zarządzeniem Nr 900/2025 Prezydenta Miasta Płocka  
z dnia 30 kwietnia 2025 roku w sprawie nadania Urzędowi Miasta Płocka 

Regulaminu organizacyjnego z późn. zm., w związku z § 13 ust. 1 Umowy o 
powierzenie grantu o numerze FERC.02.02-CS.01-001/23/0262/FERC.02.02-
CS.01-001/23/2024 w ramach programu Fundusze Europejskie na Rozwój Cyfrowy 

2021-2027 (FERC) Priorytet II: Zaawansowane usługi cyfrowe Działanie 2.2. – 
Wzmocnienie krajowego systemu cyberbezpieczeństwa konkurs grantowy w 

ramach Projektu grantowego „Cyberbezpieczny Samorząd” o numerze 
FERC.02.02-CS.01-001/23 zarządzam, co następuje: 
 

§ 1 

Dla określenia zasad monitorowania utrzymania efektów projektu wprowadza się 

Procedurę monitorowania utrzymania efektów projektu „Wzmocnienie 
bezpieczeństwa wymiany informacji i zapewnienia ciągłości działania systemów IT 

w Gminie - Miasto Płock” w ramach realizacji grantu pn. „Cyberbezpieczny 
Samorząd”, stanowiącą załącznik do niniejszego Zarządzenia.  

§ 2 

Wykonanie zarządzenia powierzam Sekretarzowi Miasta Płocka. 

§3 

Zarządzenie wchodzi w życie z dniem podpisania. 

 

Prezydent Miasta Płocka 

 

/ - / Andrzej Nowakowski 
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Załącznik  

do Zarządzenia nr 1567/2026  
Prezydenta Miasta Płocka  
z dnia 30 stycznia 2026 r. 

 
 

Procedura monitorowania utrzymania efektów 
projektu „Wzmocnienie bezpieczeństwa wymiany informacji  

i zapewnienia ciągłości działania systemów IT  

w Gminie – Miasto Płock” 
 

 

1. Celem niniejszej procedury jest określenie zasad i sposobu monitorowania, 

utrzymania oraz weryfikacji trwałości efektów projektu „Wzmocnienie 

bezpieczeństwa wymiany informacji i zapewnienia ciągłości działania 

systemów IT w Gminie – Miasto Płock” współfinansowanego ze środków Unii 

Europejskiej w ramach programu Fundusze Europejskie na Rozwój Cyfrowy 

2021-2027, projektu grantowego „Cyberbezpieczny Samorząd” realizowanego 

w Gminie – Miasto Płock. Procedura ma zapewnić ciągłość działania, 

bezpieczeństwo informacji oraz zgodność z wymaganiami projektowymi, 

prawnymi i organizacyjnymi. 

2. W ramach Projektu został zakupiony sprzęt komputerowy dla potrzeb realizacji 

zadań Gminy – Miasto Płock (Beneficjenta projektu) oraz przeprowadzono 

audyt końcowy obejmujący wdrożony system zarządzania bezpieczeństwem 

informacji w Urzędzie Miasta Płocka (UMP). 

3. Procedura obejmuje monitorowanie i utrzymanie następujących elementów 

infrastruktury IT zakupionych w ramach projektu: 

a) Redundantny system firewall zabezpieczający infrastrukturę IT UMP; 

b) System koncentratorów VPN zapewniających bezpieczne, szyfrowane 

połączenia pomiędzy wszystkimi siedzibami UMP; 

c) Urządzenie rozbudowujące istniejącą infrastrukturę kopii zapasowych 

UMP; 

d) Systemy UPS zapewniające podtrzymanie zasilania w budynkach A, B, 

C i D UMP. 

4. Zakupione urządzenia i sprzęt są przeznaczone do zapewnienia 
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bezpieczeństwa, ciągłości działania oraz ochrony danych w Urzędzie. 

5. Sprzęt jest zainstalowany w zabezpieczonych pomieszczeniach Wydziału 

Informatyki i Telekomunikacji (WIT). 

6. Pracownicy Wydziału Informatyki i Telekomunikacji monitorują działanie oraz 

wykorzystanie sprzętu. 

7. Sprzęt znajduje się ewidencji środków trwałych UMP i posiada aktualną 

dokumentację techniczną.  

8. Monitorowanie wykorzystania i działania sprzętu realizowane jest w sposób 

ciągły (urządzenia sieciowe) oraz cykliczny (przeglądy okresowe UPS). 

9. Pracownicy Wydziału Informatyki i Telekomunikacji Urzędu Miasta Płocka 

dokonują weryfikacji stanu technicznego sprzętu komputerowego  

i sprawdzenia sposobu jego wykorzystania, przez okres 2 lat od daty 

zakończenia projektu. 

10.Zdarzenia istotne dla bezpieczeństwa i ciągłości działania są rejestrowane  

i analizowane przez WIT. 

11.Wykryte nieprawidłowości są niezwłocznie usuwane lub eskalowane zgodnie  

z wewnętrznymi procedurami WIT. 

12.Wydział Informatyki i Telekomunikacji prowadzi i przechowuje zestawienie 

obejmujące w szczególności dane dostępowe do urządzeń, umożliwiające 

administrowanie ich funkcjonalnościami i konfiguracją oraz lokalizację 

urządzenia. 

13. Uwzględniając wyniki przeprowadzonego audytu bezpieczeństwa informacji 

Wydział Informatyki i Telekomunikacji monitoruje utrzymanie efektów audytu  

poprzez audyty wewnętrzne i zewnętrzne realizowane w ramach 

Zintegrowanego Systemu Zarządzania, obejmujące w szczególności 

wymagania normy PN ISO/IEC 27001:2023-08 oraz Rozporządzenie Rady 

Ministrów z dnia 21 maja 2024 r. w sprawie Krajowych Ram 

Interoperacyjności, minimalnych wymagań dla rejestrów publicznych  

i wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla 

systemów teleinformatycznych. 


